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COMPUTER SECURITY 

 refers to techniques for ensuring that data stored 
in a computer cannot be read or compromised by 
any individuals without authorization. Most 
security measures involve data encryption and 
passwords. Data encryption is the translation of 
data into a form that is unintelligible without a 
deciphering mechanism. A password is a secret 
word or phrase that gives a user access to a 
particular program or system.  

 
Source: http://www.webopedia.com/TERM/W/ 
 World_Wide_Web.html 
 
SECURITY ARCHITECTURE 

 design artifacts that describe how the security 
controls (security countermeasures) are 
positioned, and how they relate to the overall 
information technology architecture.  

 Security controls serve the purpose to maintain 
the system's quality attributes, among them are: 

 
1 .  C o n f i d e n t i a l i t y  -  e n s u r i n g  t h a t 

 information is  accessib le  only to  
 those author ized to have access" 
 and is  one o f  the cornerstones o f  
 information securi ty .   

2 .  Accountabi l i ty  - i s  the acknowledgment 
 and assumpt ion o f  responsib i l i ty  for 
 act ions,  products,  dec isions,  and 
 po l ic ies .  

3 .  Integri ty  - judges the qua l i ty  of  a  
 system in  terms of  i t s  abi l i ty  to  
 achieve i ts  own goa ls.   

4 .  Assurance -processes  des igned to 
 ensure the qua l i ty  of  a  product or 
 serv ice.   

5.      Accountability - the degree to which a system, 
 subsystem, or equipment is operable and 
 in a committable state at the start of a 
 mission. 
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